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The University of Auckland

• 24,600 Undergraduate students
• 5,500 Postgraduate students
• 10,450 Staff – academic & general including 250 Library 
staff



University of Auckland Libraries

• 13 subject libraries with 
a variety of seating and 
computer spaces 

• Most extensive library 
system in NZ

• Ranks alongside top five 
Australian university 
libraries



Budget – Resources – NZ$17.6m
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Our Electronic Resources 

• 790+ network databases

• 79,000+ electronic journals

• 313,000+ electronic books

• 9,000+ electronic course 
readings



If our electronic resources are down 
the Library is down…



The Library is used 24x7



WHERE WE STARTED 

Library Web Site
Voyager





LIBRARY WEB 1996-2009



Implementation of Voyager in 1998





Followed by…



Fitting the pieces together







2.5GB of data, 6,000 files in 115 folders. 
Including 2GB of digital video & audio files.



WHY WE NEEDED TO 
CHANGE 

User expectations
User expectations
User expectations 
User expectations
UNIVERSITY EXPECTATIONS



IT Continuity & DR Planning – HL Assessment - Jan 2009

IT Continuity and Disaster Recovery Planning - Assessment of progress - Jan2009 Status
Internal Use Only & Confidential Complete Partial Not Started No Info

Date: 18.02.2009

Disaster Recovery and IT Continuity Stage
Status

NICAI Arts SBE Eng Law FHMS Science Business & 
Economics

Student 
Admin FoEd Property 

Services Library Uniservices ITS

1. CONDUCT RISK ASSESSMENT (for the Faculty or Service Division)
- Identify the critical business processes No Info Partial Partial Complete Partial Complete No Info Complete Complete Complete Complete Complete Partial Complete
- Identify the critical IT resources that provide or support these 
processes No Info Partial Partial No Info Partial Complete No Info Complete Partial No Info Partial Complete Partial Complete

- Identify disruption impacts and maximum tolerable outage times No Info Partial Partial Partial Partial Complete No Info Complete Partial Complete Partial Complete Partial Complete

- Develop recovery priorities No Info Partial Partial Partial Partial Complete No Info Complete Partial Complete Partial Complete Partial Complete
2. IDENTIFY PREVENTATIVE CONTROLS

- Implement controls No Info Complete Not Started Partial Partial Complete No Info Complete Partial Complete Partial Complete Not Started Partial
- Maintain controls No Info Complete Not Started Not Started Partial Complete No Info Complete Partial Complete Partial Complete Not Started Partial

3. DEVELOP RECOVERY STRATEGIES
- Identify methods No Info Partial Partial Complete Partial Complete No Info Complete Partial Complete Partial Complete Partial Complete
- Document recovery strategy No Info Partial Partial Partial Not Started Partial No Info Complete Partial Partial Partial Partial Partial Complete
- Define roles and responsibilities No Info Partial Partial Complete Partial Complete No Info Complete Partial Complete Partial Complete Partial Complete
- Develop communications plan No Info Partial Not Started Partial Not Started Partial No Info Complete Partial Partial Partial Complete Not Started Complete

4. DEVELOP IT CONTINUITY PLAN
- Develop supporting information No Info Partial Not Started Partial Partial Partial No Info Partial Partial Partial Partial Partial Partial Complete
- Notification/Activation phase No Info Partial Not Started Partial Not Started Partial No Info Complete Partial Partial Partial Partial Partial Complete
- Recovery phase No Info Partial Not Started Not Started Not Started Partial No Info Complete Partial Partial Partial Partial Partial Complete
- Restoration phase No Info Partial Not Started Partial Not Started Partial No Info Partial Partial Partial Partial Partial Not Started Complete
- Plan appendices No Info Partial Not Started Partial Not Started Partial No Info Complete Partial Partial Not Started Partial Not Started Partial

5. PLAN TESTING AND TRAINING
- Develop test objectives No Info Not Started Not Started Not Started Not Started Partial No Info Complete Partial Complete Partial Not Started Partial Complete
- Develop success criteria No Info Not Started Not Started Partial Not Started Not Started No Info Complete Partial Complete Not Started Not Started Partial Complete
- Document lessons learned No Info Not Started Not Started Not Started Not Started Not Started No Info Partial Partial Partial Not Started Not Started Not Started Partial
- Incorporate into revised plan No Info Not Started Not Started Not Started Not Started Not Started No Info Complete Partial Partial Not Started Not Started Not Started Partial
- Train personnel No Info Not Started Partial Partial Not Started Not Started No Info Partial Partial Partial Not Started Not Started Not Started Partial

6. PLAN MAINTENANCE
- Review and update plan No Info Partial Not Started Partial Not Started Not Started No Info Complete Not Started Partial Partial Not Started Partial Complete
- Coordinate with internal and external organizations No Info Partial Not Started Not Started Not Started Not Started No Info Partial Partial Partial Partial Not Started Not Started Partial
- Control distribution No Info Partial Not Started Not Started Not Started Not Started No Info Not Started Partial Not Started Not Started Not Started Not Started Partial
- Document changes No Info Not Started Not Started Partial Not Started Not Started No Info Complete Not Started Partial Not Started Not Started Not Started Partial







WHERE WE’VE BEEN OVER 
THE PAST TWO YEARS

Building a Business Continuity Plan 
with Disaster Recovery /Continuity 
for “enterprise systems”











upsilon.itss
RHEL4
32CPU, 64GB RAM
Primo production

OracleVM Xen host
32CPU, 64GB RAM
guest1: PV RHEL5.2 Primo DR (omega)
guest2: PV RHEL5.2 Primo UAT (lambda)

SAN        

Main Network

Admin network

Virtualisation



Questions?
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